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Small Businesses Are Leaving Physical 
Data Vulnerable to Potential Breaches
According to the 2022 Shred-it® Data Protection Report, even though the vast majority (91%) 
believe that physical and digital data protection are equally important, many small business leaders 
(SBLs) (53%) assert that digital risks are the greatest data protection risk to their business today. This 
may have driven SBLs to prioritize more digital security measures to protect their company’s most 
sensitive information, like deploying anti-virus programs (40%) or frequent software updates (28%). 

However, as SBLs prioritize digital risks, their organizations are left exposed and more vulnerable 
to physical risks. Only 27% of SBLs indicate that they collect and destroy sensitive materials when 
no longer needed (e.g., printed materials, computers, hard drives). This may suggest that SBLs need 
to prioritize protecting their company’s sensitive physical materials, in addition to putting more 
stringent digital safeguards in place.
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